**ESQUISSE DU CADRE STRATEGIQUE NATIONAL DE LA PROTECTION DES ENFANTS EN LIGNE**

|  |  |  |
| --- | --- | --- |
| ***Pilier*** | ***Outcomes (Effets)*** | ***Produits (Outputs)*** |
| ***Participation de toutes les parties prenantes nationales (0)***  [*Collaboration active et partenariat*] | Toutes les parties prenantes nationales sont engagées | *- Un projet de cadre stratégique axé sur les résultats pour la période 2015-2019 est développé et validé avant fin juillet 2015*  *- Un projet de plan d’action national pour la période 2015-2019 est développé et validé avant fin juillet 2015* |
| L’Etat a approuvé un cadre stratégique axé sur les résultats et un plan d’action validé par toutes les parties prenantes nationales pour la période 2015-2019 | *Un cadre stratégique national axé sur les résultats et un plan d’action national sont approuvés par le Gouvernement avant fin octobre 2015* |

| **Pilier** | **Outcome** | **Sub-Outcome** | **Outputs** |
| --- | --- | --- | --- |
| ***Vision et objectifs politiques et mesures législatives (1)***  ***[****Une législation qui autorise des investigations efficaces et des poursuites en cas d'utilisation illicite et qui encourage les efforts d'assistance mutuelle, renforce l'appui institutionnel sur le plan international afin de prévenir et de détecter de tels incidents et d'y remédier****]*** | ***La vision politique, les objectifs politiques et les mesures législatives relatives à la protection de l’enfant en ligne et à la sécurité numérique sont à jour*** | ***Une politique nationale relative à la cyber sécurité, y incluse la protection de l’enfant en ligne, est disponible et à jour*** | ***Les documents de politique et de stratégie existants sont évalués et mis à jour si nécessaire au plus tard fin décembre 2015***  ***Ou bien***  ***De nouveaux documents de politique/stratégie sont élaborés et adoptés au plus tard fin décembre 2015*** |
| ***Une législation relative à la cyber sécurité, y incluse la protection de l’enfant en ligne, est disponible et à jour*** | ***Les lois existantes sont, évaluées et si nécessaire, mises à jour au plus tard fin décembre -2016***  ***Ou bien***  ***De nouvelles lois sont promulguées au plus tard fin décembre 2016*** |
| ***Un cadre stratégique national axé sur les résultats et un plan d’action national sont disponibles et à jour*** | ***Le cadre stratégique national est évalué et si nécessaire mis à jour au plus tard fin décembre 2015***  ***Ou bien***  ***Un nouveau cadre stratégique national est élaboré et adopté au plus tard fin décembre 2015*** |

| **Pilier** | **Outcome** | **Sub-Outcome** | **Outputs** |
| --- | --- | --- | --- |
| ***Structure organisationnelle (2)*** | ***A l’horizon 2018 toutes les entités/organisations nationales de protection de l’enfant en ligne sont établies*** | ***Toutes les parties prenantes nationales ont la possibilité de prendre part à toutes les discussions nationales relatives à la protection de l’enfant en ligne*** | ***Une plateforme nationale permettant la participation de toutes les parties prenantes nationales aux discussions nationales sur la protection de l’enfant en ligne est établie avant fin décembre 2015*** |
| ***La gestion du développement, de la mise en oeuvre , du suivi et de l’évaluation du cadre stratégique national et du plan d’action national est assurée*** | ***Une commission national de la protection de l’enfant en ligne est établie avant fin décembre 2015.*** |
| ***Les Conseils, les informations et l’aide nécessaire sont données à tout citoyen*** | ***A l’horizon 2019, un centre de protection de l’enfant en ligne est établi dans chaque localité de plus de 5000 habitants*** |
| ***Le signalement/dénonciation est effectué en temps réel et par tout citoyen sur tout abus en ligne, tout contenu en ligne et/ou tout site-web malsains*** | ***Une ligne téléphonique verte est établie*** |
| ***Des réponses techniques efficaces sont le plus rapidement possible données aux abus/incidents en ligne signalés par les citoyens*** | ***A l’horizon 2019, des équipes de réponse aux incidents cybernétiques sont établis respectivement au niveau national, local et des entreprises*** |

| Pilier | ***Outcome*** | *Specific outcomes* | *Outputs* |
| --- | --- | --- | --- |
| **Sensibilisation et renforcement des capacités (3)**  [*Confidentialité en ligne et protection de la vie privée]* | ***Outcome 1:*** *Concerned government members and their respective key department chiefs, as well as other key national stakeholders are fully committed before end of 2015* | *1.2 Every concerned key Ministry and key national stakeholder (private sector, civil society and international organizations) are committed in the national action plan implementation by end of December 2015* | *- A national action plan approved before end … 2015*  *- A priority action plan developed and approved by every national key stakeholder before end … 2015* |
| ***Outcome 2:***  *Les capacités de tout enfant en matière de sécurité en ligne et de résistance aux risques en ligne sont renforcées* | ***2.1*** *à l’horizon 2018, au moins 8 enfants scolarisés sur 10 sensibilisés sur les risques en lignes et capables de signaler tout abuse n ligne et de résister aux tentations* | *- au moins250000 enfants ont été sensibilisés d’ici à fin décembre 2018*  *- Chaque année, au moins deux campagnes media de sensibilisation des enfants ont été mené (Voir stratégie de communication)* |
| ***2.2*** *à l’horizon 2020, au moins 8 enfants scolarisés sur 10 ont acquis les connaissances et les habiletés de base nécessaires d’utilisation saine des TIC, particulièrement l’Internet* | *- Au moins 200000 enfants scolarisés ont reçu les connaissances et aptitudes de base nécessaires à une utilisation saine et instructive de l’Internet d’ici à fin 2019* |
| ***Outcome 3***  *Les capacités techniques et logistiques de chaque établissement scolaire en matière d’alphabétisation numériques sont renforcées à l’horizon 2018* | ***3.1.*** *9 établissements scolaires primaires et/ou secondaires ont introduit, dans leurs programmes scolaires respectifs, des cours sur les TIC, notamment sur l’utilisation instructive et productive de l’Internet l’horizon 2018* | *Au plus tard fin décembre 2018, au moins NN écoles/collèges ont introduit des cours de base d’utilisation de l’Internet et de sécurité en ligne dans leurs programmes de formation* |
| ***3.2.*** *Dans chaque établissement scolaire primaire et/ou secondaire un centre TIC connecté à l’Internet haut débit est fonctionnel au plus tard fin décembre 2020* | *- Au plus tard fin décembre 2018, au moins NN centres TIC connectés à l’Internet haut débit, comprenant chacun au moins 50 positions de travail en réseau, sont installés et mis en service dans les écoles/collèges* |
| ***Outcome 4***  *Dans les centres communautaires TIC, les citoyens sont sensibilisés sur la sécurité en ligne et l’utilisation saine et responsable de l’Internet* | ***4.1*** *A l’horizon 2020, les citoyens sont suffisamment informés sur les menaces auxquelles doivent faire face les enfants en ligne et des mesures techniques à prendre à leur niveau et à domicile en vue de la protection de l’enfant en ligne* | *NN citizens received e-safety awareness by end December 2018*  *XX media campaigns (See Media communication strategy)* |
| ***Outcome 5***  *Les éducateurs sont sensibilisés sur la sécurité en ligne et l’utilisation saine et responsable de l’Internet* | ***5.1****. A l’horizon 2018, les éducateurs sont suffisamment informés sur les menaces auxquelles doivent faire face les enfants en ligne et des mesures techniques à prendre à leur niveau et à domicile en vue de la protection de l’enfant en ligne* | *- NN teachers received e-safety Awareness/training*  *- XX media campaigns conducted. (See Media communication strategy)* |
| ***Outcome 6***  *Les capacités des personnels d’application de la loi et de sécurité publique sont renforcées en matière de sécurité en ligne et d’utilisation saine et responsable par les enfants de l’Internet*  *(law enforcement officers, prosecutors, judges and social workers)* | ***6.1.*** *Every front line law enforcement professional has received necessary training in handling COP disclosures and apply child online protection legal measures* | *- NN Professionals (per speciality) trained on E-safety*  *- XX Media campaign (See Media communication strategy)* |
| ***Outcome 7***  *Les décideurs assument pleinement leur rôle en matière de protection de l’enfant en ligne (ils prennent à temps les bonnes décisions)* | ***7.1.*** *Tous les décideurs, à tous les niveaux, sont suffisamment sensibilisés en matière de protection de l’enfant en ligne* | *- NN Awareness raising conferences/seminars/workshops organized by 2018*  *- XX Media campaign (See Media communication strategy)* |
| *Outcome 8*  *Les enfants utilisent de manière saine et responsable l’Internet dans les cybercafés* | *8.1 A l’horizon 2018, chaque cybercafé est engagé dans la promotion de la protection de l’enfant en ligne et la sécurité numérique* | *- NN Internet cafes implement safeguarding measures to protect children by 2018*  *- XX Media campaign (See Media communication strategy)* |

| **Pilier** | **Outcome** | **Outputs** |
| --- | --- | --- |
| ***Infrastructure technologique de la protection en ligne de l’enfant (4 - Mesures techniques)*** | ***Un haut niveau de sécurité en ligne de l’enfant est assuré par l’industrie des TIC*** | ***Une autorégulation et un code de conduite en matière de protection de l’enfant en ligne sont adoptés et mis en œuvre par l’Industrie des TIC*** |
| ***Des applications sûres et fiables pour faciliter les transactions en ligne sont élaborées*** |
| ***Les fournisseurs d’accès/Internet Internet ont mis en œuvre des mesures et instruments techniques de contrôle d’accès aux sites/contenus*** |
| ***Les fournisseurs de service Internet ont mis en place des instruments faciles d’utilisation de reporting des utilisateurs*** |
| ***Les fournisseurs au public des services de télédiffusion on mis en place des mesures instruments techniques de contrôle des contenus de leurs programmes en vue du blocage et du filtrage des contenus jugés malsains pour les enfants*** |
| ***Les fournisseurs de contenus, les vendeurs en ligne, les et les développeurs d’application classifient leurs produits/services en ligne selon les standards de la décence et les convenances communautaires et sociales*** |
| ***Les instruments de contrôle parental sont largement utilisés par les parents*** |
| ***Pour tout citoyen, des accès sécurisés sont disponibles et accessibles dans les espaces et lieux publics*** | ***Free wireless access points established*** |
| ***Community ICT centres established*** |
| ***La gestion et le traitement en temps réel des incidents sont assurés*** | ***CIRT/CERT établie et fonctionnelle*** |
| ***Pour tout citoyen, notamment tout enfant, les moyens de reporting sont disponibles et accessibles*** | ***COP Hotline, Facebook profile and Facebook page established for reporting*** |
|  |  |

| **Pilier** | **Effets cescomptés (Expected Outcomes)** | **Produits escomptés (Expected Outputs)** |
| --- | --- | --- |
| **Coopération internationale et régionale (5)** | La participation du pays aux discussions internationales et régionales est améliorée et renforcée | De plus en plus de partenaires internationaux assistent et apportent leur appui au pays |
| Les instruments politique et législatif régionaux de référence sont adoptés |
| Les échanges de bonnes pratiques se font mieux au niveau international et régional |
| Volume accru des participations financières extérieures | La participation des partenaires internationaux au financement du plan d’action national est accrue et renforcée |
| L’aide au développement continue en s’améliorant pour le pays |